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1. A cache memory needs an access time of 30 1. TR Ue &3 FERT BT 30 ns 3N g ARy
ns and main memory 150 ns. What is the Bl 150 ns B VoOT GG BT A9ITHEeT Bidl
average access time of CPU? (Assume hit g, @ CPU & 39d Ta9 999 <7 81r?
ratio = 80%) ( hit ratio = 80% 91 o)

1) 60ns (1) 60ns
(2) 30ns 2) 30ns
(3) 150ns (3) 150ns
(4) 70 ns (4) 70 ns

2. Anoperating system with multiprogramming 2.  Heol WU &/4al aral SifRET Rey a8

capability is one that allows - g, o gl <ar & —
(1) Several users to use the same 1) B SERTHAlE] B G B TH
program at once by giving each a THSI AP U & WUH B W i
slice of time. TN BT T
(2) Loads several independent processes 2) 23 wdd TR B A F s
into memory and switches CPU BT SR aehHA AT CPU
from one job to another as required. @ TE S TR Wi H Rem
BRAT |
(3) Runs program over more than one
() T 9 IRF URR W WU
Processor A
(4) None of the above @ o A & B
3. What does MIMD stands for? 3. MIMD ¥ 37 R F9ER 87
(1) Multiple Instruction Memory Data D) TEEe Fdy W ST
(2) Multiple Instruction Multiple Data 2) TEIlRe ey tERe e
(3) Memory Instruction Multiple Data 3 RN A eI <ot
(4) Memory Information Memory Data @ ¥ Ay W e

4. Which of the following component does not 4.  Fr=ifeiRag § & BI<¥1 Be® PCB (Process

belong to PCB (Process Control Block)? Control Block) ¥ HefeRT T&f &7
(1) CPU Register (1) CPU o™
(2) CPU Scheduling Information (2) CPU T‘ﬂ—gqj%ﬁr B PR
(3) Operating System Information (3) Operating System &1 TEHR
(4) Accounting Information _ @) NPT BT B

5. Which of the following binary formats 5. ¥ # ¥ Hw@ I8 WHT Linux

‘supports the Linux Operating System? Operating System &7 ¥l Bl &7
1) Oandl (1) osie1
(2) Binary Number format (@) T TR
3) ELF Binary format (3) ELF SIETi Wred
(4) None of these @ 3T 9 FE e
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6. Consider a system with byte-addressable 6. Ud qISc-Ugded W AR & owd
memory, 32 bit logical address, 4 kilobyte 32 bit BT ISTHd TgF &, U &1 959
page size and page table entries of 4 bytes 4 kB Bl 3N g Ul oda] Ul 4 bytes @7
each. The size of the page table in system in g1, af Req § U9 S9a &7 TSR &1 81
megabytes is........ MB 37?
1) 2MB (1) 2MB
) (2) 4MB (2) 4MB
(3) 8MB (3) 8MB
4 16MB @) 16MB
7.  Which of the following register can interact 7. {7 # ¥ P41 IRER Secondary Storage
with the Secondary Storage? @ N interact B HHAT 87
(1) PC (1) PC
(2) MAR (2) MAR
(3) MDR (3) MDR
@4 IR 4 IR
8. Inwhich allocation method does the usersize 8. ISl 91 ¥ USel SUANTHA! [d STge
the file before creating the file? faf & wIga @1 AMER T 27 .
(1) Contiguous (1) Contiguous
(2) Linked (2) Linked
(3) Indexed (3) Indexed
(4) None of these @ 9 B A8
9. Which of the following is not a type of 9. [/ & ¥ o FERe ST 31 & UBR
i directory structure? T &2
(1) Acyclic-graph directory structure Q) Uiksie—us AR dvam
(2) Single-level directory structure (2) Too—wRg PR d@Er
r (3) Tree structured directory @) 2 A AR
(4) Stack directory structure @) % G PERmT
! 10. If the page size increases, the internal 10. IS U BT AHRN a7 8, O ARG [AEs
l fragmentation is........cueurennnn... L I
(1) Decreases () 49 E Qe
(2) Increases (2) TE@ 2
(3) Remains constant (3) TR wmar ¥
(4) None of these @ Y B T8
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11. When a DNS server accepts and uses 11.
incorrect information from a host that have no
authority of giving that information, then it is
called................

(1) DNS Lookup

(2) DNS Hijacking

(3) DNS Spoofing

(4) None of the mentioned

12. 1If bandwidth in optical fiber communication 12.
is converted in terms of frequencies then
those frequencies are in the range of -
(1) MegaHertz
(2) GegaHertz
(3) Terra Hertz
(4) KiloHertz
13. The Protocol Data Unit (PDU) for the 13.
application layer in the Internet stack is -
(1) Segment
(2) Datagram
(3) Message
4) Frame

14. One of the Header fields in an IP datagramis 14.
the Time To Live (TTL) field. Which of the
following statement best explains the need for
this field?

(1) Itcanbe used to prioritize packets.

(2) It can be used to reduce delays.

(3) It can be used to optimize
throughput.

(4) It can be used to prevent packet
looping.

15. In the IPv4 addressing format, the number of ) 15.
networks allowed under class C addresses
is-

1) 2714

2 2~7

@ 2421 -
@ 2424

g DNS wa {5l gRe 9 Tad SFer

WHR &xal & R SHBT SUANT Bl 8,

e 19 SS9 9FaN @1 9 @7 @i

JAHR 8l &, O S Bal WKl & —

(1) DNS g®aT

(2) DNS 3U8IT

(3) DNS ¥fbT

@ IR Y Y B T

g sfifcra v Tar § sy =

smgREl & w9 A uRafta far o 8 O

q HGRE evrrrre DT EHT H Bl &

(1) MegaHertz

(2) GegaHertz

(3) TerraHertz

4 Kilo Hertz

STTIC W& H application layer & 1T The

Protocol Data Uit (PDU) & —

n s

(2) <M

(3) wHew

@ A

Y% IP datagram § Header fields § 9 (&

Time To Live (TTL) Wl €| ol §

W DIl FAT 3 A P TR B

e 3] ARET PRl 87

(1) SIS SAT Ydew & mitear
o @ forg fvam i &

(2) SU@T SYART <N B F B B
e fosar <1 ot 81

(3) THHT SUIRT YUT BT ATHed B
o forg fooam <im g@ar 21

@ =UFT SR Yae FiUT B e
% fom fhar o |oar 21

IPv4 addressing format ¥, class C U89 & ~

8 A [icas ol He & —

(1) 2714
@ 277

(3) 2421
@ 2124
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16.

17.

18.

Suppose Computers A and B have IP 16.

addresses 10.105.1.113 and 10.105.1.91
respectively and they both use the same net
mask N. Which of the values of N given
below should not be used if A and B should
belong to the same network?

(1) 255.255.255.0

(2) 255.255.255.128

(3) 255.255.255.192

(4) 255.255.255.224

In a network of LANs connected by bridges, 17.

packets are sent from one LAN to another
through intermediate bridges. Since more
than one path may exist between two LAN’s,
packets may have to be routed through
multiple bridges. Why is the spanning tree
algorithm used for bridge-routing?
(1) For shortest path routing between
LAN’s
(2) For avoiding Loops in the routing
paths
(3) For fault tolerance

(4) for minimizing collisions

An organization has a class B network and 18.

wishes to form subnets for 64 departments.
The subnet mask would be -

(1) 255.255.0.0
(2) 255.255.64.0
(3) 1255.255.128.0
@) 255.255.252.0

A SiifSlY 31 Computers A 3R B & IP

USH HHeE 10.105.1.113 3R 10.105.1.91 §

3R 9 SH (& & eARS N BT SUanT ¥

21 9 37 U N & 39 § A BT STanT

T8 5 S Ty Ak A R Bus &

qead | e §7

(1) 255.255.255.0

(2) 255.255.255.128

(3) 255.255.255.192

@) 255.255.255.224

gell 9 §S LAN & <Icas 3 Ude (s LAN

U TN LAN ¥ weaei! gall & A | Ao

Wd €1 FiP & LAN & 99 6 9 e

T AR 8 wad €, Yae & +E g @

T ¥ USe B 9§ aeal g

YA—RSIET & forg T tree algorithm T

ST i far oimar 87

(1) LAN’s & 99 Oa BIC USeT Ul
it & forg

(2 ST A QU TR B o

(3) ol TeEiean & fog

4) THUT P FH T D g

TP GIG9 & U class B icdd & 3R a8
64 i & forg wemie 9 wEar 2,

N N
Ndhc Hixdh gl —-

(1) 255.255.00
(2) 255.255.64.0
(3) 255.255.128.0
4) 255.255.252.0
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19. Consider different activities related to 19.
e-mail :
ml : Send an e-mail from a mail client to a
mail server.
m2: Download an e-mail from mailbox
server to mail client.
m3: Checking e-mail in a web browser.
Which is the application level protocol used
in each activity?
(1) ml:HTITPm2:SMTP m3: POP
(2) ml:SMTPm2:FTP m3:HTTP
(3) ml:SMTPm2:POP m3:HITP
(40 ml:POPm2:SMTP m3:IMAP

20. There is an arrangement where you allow an  20.
agency to host your website for you on their

web server for a fee, this is called as-

(1) Web Service
(2) Web Hosting
(3) Web Marketing
{(4) None of these

21. 'What type of password attack would be most  21.
successful against the password T63ki#s23A?
(1) Dictionary attack
(2) Hybrid attack
(3) Password guessing
{4) Brute-force attack

22. 'Which of the following is a passive online 22.
attack?
(1) Password guessing
(2) Network sniffing
(3) Brute-force attack
(4) Dictionary attack

23. 'What type of hacking application is SNOW?  23.
(1) Password cracking
(2) Privilege escalation
(3) Spyware
{4) Steganography

I

$—Ha 9 §dRE e loffel w® R
Y —
m! : Send an e-mail from a mail client to a
mail server,
m2: Download an e-mail from mailbox
server to mail client.
m3 : Checking e-mail in a web browser.
TAF AR ¥ SR R S gren
Application ¥ protocol ®I- T 87
(1) ml:HTTPm2: SMTP m3 : POP
2) ml:SMTPm2:FTP m3:HTTP
(3) ml:SMTPm2:POP m3:HTTP
(4) ml:POPm2:SMTP m3 : IMAP
& U e @ ey At ol @I
HUH 99 §R W [P b oy AT
JE¥IEE BRC BYT DI AN <4 8, §W FEl
TaT B

1) 99 3¥ar

(2) W BRST

(3) 99 TDleT

@ =9 aE T
T63k#s23A TGS & RIa® {Hd UBR &
qads g9 e 9%d BlIT?

(1) <HN & el

(2) wisfds e

3) uUNEs STFA ST

@) urEldE-—sa ghAl
Frafalea 4 9 o9 w e s
EAET 87

() UGS S=FM o I

2) =eg® =T
3) UEfds—aa T
@) T=DN §Hl

SNOW {&¥ UdR &1 &% application §?
1) UNds Hox

2 Reier gtg
3) W
@) wEHIw
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24. 'What is the most dangerous type of rootkit?

(1) Kermel level

(2) Library level

(3) System level

(4) Application level

25. 'What is the difference between a Backdoor
and a Trojan?

(1) A | Trojan wusually provides a
backdoor for a hacker.

(2) A backdoor must be installed first.

(3) A [Trojan is not a way to access a

) system.

4 A }iJackdoor is provided only through
a virus, not through a Trojan.

26. What is Ransomeware?

(1) Software that steals files from your
computer and is used by
blackmailers.

(2) A |nickname for types of spyware
that require a password on boot.

(3) A/ software that hijacks your
computer and asks you to pay in
order for it to be removed.

(4) Viruses that infect files and won't let

you open them unless you know a

certain passcode.

27. 'Which virtus spreads through Word Macros?

)
)
3
@

Melissa
Slammer
Sobig

Blaster

28. A virus that can cause multiple infections is

known as what type of virus?

24.

25.

26.

27.

28.

wefpe ST a9 Godid TeR T 27

@
2)
3)
@

BHie W
GIEENRSH
Rreeq w)
JMAET TN

dHeR 3R e H I 3R 87

(1) TINF IFMAR R P &8h @ fog
JBSR Y Hedl 2 |

(2) UEd UF SHER @ wnlw fhar
ST ARy |

@) wom, s 3 e e @
TIBT -8l & |

@) TTSRDIE IR D ARAT A U
e e €, Siom & AreEm | T8 |

o= T 87

(1) SRR & Y A Bigd gl
T ok =HHeRl ENT SUART R
ST B

(2) WERR P YHR & [0 v 9uam
S € W urgas & Iawadar
Bl B

(3 UF GQERR I AqUS BREI B
TEOId PR ol & SR 59 &M D
ToTq MUY YA B DI baal B

@) TIRY S B! BT HHAT P &
3R U S 99 o Gie T
<0 99 9% & A e AlRea o
IS TE S B

IS Hp W DI IR Haar 27

) wfemm

(2) T

@B =

@ IR

Ud dE%d 1 63 GH9T 99T $R 9dar ©
U 5 TR © IR © WY § 9FT S

a7
(1) Multipartite (1) TRURCEE
@  Stealth @ W
(3) Camouflage (3) DA
(4) Multi-infection @) AR
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29. Why would a Hacker use a proxy server? 29. UFH BN Hiel AR BT SUAIT T Hear 27
(1) To create a stronger connection with (1) &9 & 91 UF 7olgg 69d 99
the Target. & foru]
(2) To create a ghost server on the (2) TP W TF O IR 991 B
network. fore |
(3) To hide malicious activity on the (G) TIF ® W TRIfERY Uy
network. & o |
4 To ol?tam a remote  access @ fEe TE eET T e
connection.
ferg |
30. DDoS in mobile systems wait for the owner 30. HaiSd fieeq § DDoS HIEa¥ 89l & 2R
of the ............. to trigger the attack, gﬂ:\f G — & S BT e Pt
?
(1) Botnets (1) diese
(2) Programs Q) Hum
(3 Virus 3) 9™
4 Worms @ =
31. Ifanattacker manages to get an applicationto  31. X BI3 AR, FHeNGR ERT 918 T8 SQL
execute an SQL Query created by the Query @I ey W_ % fou w
attacker, then such aitacks are called as — application. HIT A 1 g
’ T T Pl FET T 8
(1) SQL Attack (1) SQL &+l
(2) SQL Injection Attack (2) SQL Soi®ME T
(3) SQL Usage Attack (3) SQL IR &
(4) SQL Destroyer Attack @ SQL feae =ae
32. What is necessary in order to install a 32. &I UUTell W hardware keylogger Ifia
hardware keylogger on target system? B P oIy T 3w s &7
(1) The IP address of the system 1) feaarrey
(2) The administrator username and (2) TTRIUS &7 T AR grgas
password (3 WUel 9F Hifde TEw
(3) Physical access to the system & 3 >
(4) Telnet access to the system “) a®
33. An attack on a website that stores and 33. U® JqHISC W T Wil SUANTGAl & o
displays text to a user is known text R 3R WG BT 8, S
AS.ieennnn. attack ' B0 B ST § ST OEr B
(1) SQL Attack (1) SQL&war
(2) XSS Attack 2) XSS gqel
(3) XRP Attack (3) XRP T
(4) None of above mentioned @ 2Reg 3 S =
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34.

35.

36.

37.

38.

39.

40.

The system where two independent pieces of
data are used to identify a user is known as-

(1) Two System Authentication
(2) IDPassword Authentication
(3) Two Factor Authentication
(4) Multi data Authentication

Which of the following is not an example of
offline password attacks?

(1) Dictionary attacks

(2) Rainbow attacks

3 Brilte-force attacks

4) Splamming attacks

Which of ltl'ue following is a strong password?

1) 19rhAugust88

2) Dc|1hi88

(3) P@asswOrd

4) !alllgustdelhi
Which I*'lappcns
Authentication?

(1) Adthorization

2) Al'lthcntication

3) Alllthorization and Authentication

are same

4) Nc!me of the mentioned
Which o:f the following is not a Strong
Security lf'rotocol?

@ I-I'iITPS

2) SSlL

3) SI}IITP

4 SFTP
SSL primarily focuses on -

(1) Integrity and Authenticity

(2) Integrity and non-repudiation

(3) Authenticity and privacy

(4) Confidentiality and integrity

first, Authorization or

Which of the following is a countermeasure
for authentication hijacking?

(1) Authentication logging

2) I(!erbcros

3) SSL

“@ A:ctive Directory

34.

35.

36.

37.

38.

39.

40.

IE WO el SUARTHal & UgaM 69 B
fog ST & < WA CHl BT AN (T
T § —

1 < R yanfie

2) EE TS FEEiEI

(3) & BNE FHENGEI

4) Her Ser vEiER
T W PN dfhad UNds 3Ch B
SEIERY] \E| 87

@O STER s

(2) 99 &l

(3) UHRG—ad T

@) T e
1 3 9 B @ ST eS8

(1) 19thAugust88

(2) Delhi88

(3) P@asswlrd

(4) laugustdelhi
Tgel DI BT 7, MRERor a1 garfie<er?

@) R

(2) vETOIRROT

(3) wiferevor iR FEieRer A &
@) SR § @ o1 =&

Frafoeg § & &9 s wogg gRen
Aeihicl T8l 87

(1) HTTPS

2) SSL

(3) SMTP

(4) SFTP
SSL &7 Y ¥.......... ® Biad £

1)  IGsa R TR

(2) erdsdl 3R R—HA

(3) Yo 3R o

4) TueTgar iR sREsar
frfelRaa 4 9 o= yarlieRr seafeT @
fore vs guE 77

1) vEiEor ST

(2) Kerberos

(3) SSL

@) wipa [A<Ber
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41.  Given the relations- 41. =1 QU 710 W&l @ o gu-
employee (name, salary, deptno) and R ([, 999, ¥ ) $ik
department (deptno, deptname, address) fawmr (T e, 99T =T, )
Which of the following queries cannot be Frefeafeag & 8 ® W Query @1 Hd
expressed using the basic relational algebra euved  ARFINE BT ST BYe
operation (U, -, %, T, &, p )? U, -x, %06,p) Tl i
Hpal &7
(1) Department address of every .
(1) 9% HHEN D TP ST
employee .
. (2 T TN S T SIS [ B
(2) Employees whose name is same as
their department name T % W
(3) The sum of all employees’ salaries @) ¥l R B I BT AT
(4) Allemployees of a given department @ o Ry T e 3 el B
42.  Given the following relation instance 42. =i e SeTevyl B SEd §Y —
XY Z XY Z
1 4 2 1 4 2
1 5 3 1 5 3
1 6 3 1 6 3
3 2 2 3 2 2
Which of the following functional frfaRed & ¥ @9 ¥ Functional
dependency are satisfied by instance? Dependency SERT ¥ €Y< B 27
(1) XY—>ZadZ->Y (1) XY-ZIRZ-Y
2 YZ-XadY—>Z 2 YZoXIRY->Z
4 XZ—>YandY—>X @D XZS5YSRY—X
43. In SQL, relations can contain null values,ad 43, SQL ¥ Wil # null M+ &) @aa &, 3R null
comparisons with null values are treated as AF & I o Bl IS @ B9 H AET
unknown. Suppose all comparisons with a AT 8 99 o & U null 99 & |12 94
null value are treated as false. Which of the Fermiall BF TTera AFT W &, W P A 9
following pairs is not equivalent? B R g T o1,
(I x=5, not (not (x =5)) (1) x=35,not(not (x=235))
(2) x=5,x>4andx <6, where x is an (2) x=5x>43aRx<6 & xTH
integer W 2
@) x<5,not(x=5) 3) x<5not(x=5)
(4) None of the above @) < i B TE
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44. Consider a schema R(A,B,CD) and 44. Schema R (A,B,C,D) R functional

et

e e e i e P e

functional dependencies A—B and C—D. dependencies A—>B 3R C—D R fJaR o,
Then the decomposition of R into R1(A, B) W R &7 R1(A, B) &R R2(C, D) § smees
and R2 (C,D) is - Ty R?
(1) Dependency preserving and lossless (1) Dependency <& 3iX lossless join
join (2) Lossless join TR<] Dependency
(2) Lossless but not dependency ey T8t
preserving . (3) Dependency TR TR lossless
(3) Dependency preserving but not join Tl
lossless join (4) Dependency Hv&T"T Tq lossless join
(4) Not dependency preserving and not . :
lossless join <r & A
45. Which of the following statements are TRUE ~ 45. SQL query & IR # f=IferRaa 4 & o9 &
about SQL Query? PN I 8
P:  An SQL query can contain P:  G&% SQL Query § HAVING clause
HAVING clause even if it does not B 9&dT & 9ol 5 399 GROUPBY
have a GROUP BY clause. clause T &l

€y
)
3
@

46. In the basic ER and relational models, which  46.
of the following statement is INCORRECT?

6y
@
3

“)

An SQL query can contain a
HAVING clause only if it has a
GROUP BY clause.

All attributes used in GROUP BY
clause need to appear in SELECT
clause.

Not all atiributes used in the
GROUP BY clause need to appear in
the SELECT clause:

Pand R
Pand S
Qand R
Qand S

An attribute of an entity can have
more than one value.

An attribute of an entity can be
composite.

In a row of a relational table, an
attribute can have more than one
value.

In a row of a relational table, an
attribute can have exactly one value
or a Null value.

Q: TF SQL Query § HAVING clause
T & 9Far & 99§98 GROUP
BY clause & |

R: GROUP BY clause # SUygad &M
it 941 Attributes, SELECT clause
# e, VT S B

S:  GROUP BY clause # S9gai &
arel |9 Attributes, SELECT clause
¥ o, U e T8 R

(1) P3IRR
(2) PaRS
3 QHRR
@) Q3RS

Tl ER 3R ¥y W Alsa 4 g 9 9
B AT BT ToId &7
(1) TS Entity & Attribute § & @
AfSF A9 & I9Fa 2|
(2) U&F Entity &7 Attribute G997 &
Hepdl &1
(3) TUF relational table ¥ UH row &
attributes T 9 3fffeF @9 & @
o € |
(4) U relational table % T& row & T
attribute BT Paal P A T Null
¥ & 9ol &)
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47.  Which of the following is TRUE? 47. TFr=fafaa 4 9 99 W ®eF ww 87
(1) Every relation in 2NF is also in (1) 2NF &T ¥ relation, BCNF # i
BCNF. BT 21
(2) Areclation R is in 3NF if every non- (2) TS Relation R 3NF ¥ & afg R &Y
prime attribute of R is fully TF IR—aYST attribute o awE
functionally dependent on every key ¥ functionally dependent &1, R B
ofR. 5P key R |
(3) Every relation in BCNF is also in (3) BCNF T 920 relation, 3NF # 41
3NF.
(4) Norelation can be inboth BCNF and s &
INE. (@) %12 A relation BCNF iR 3NF T
# =& & wedr 2
48. Consider the following functional 48. Relations R (A,B,C) 79 S (B,D.E) : BoA,
dependencies that hold for relations A-C & fau f=falaq  functional
R (A,B,C) and S (B,D,E): B—A, A—C dependencies I¥ fdOR & |
The relation R contains 200 tuples and g relation R # 200 tuples & 3i¥ relation S
relation S contains 100 tuples. What is the F 100 tuples ¥, @ Natural Join R x S (R
maximum number of tuples possible in the Natural Join S) § &9q SRea tuples &
natural join R M S (R natural join S). FE =y S
(1) 100 @y 100
(2) 200 2) 200
3) 300 3) 300
@) 2000 4) 2000
49.  Which of the following are not a vulnerability 49. 7/ # 9§ B9 &1 T vulnerability — listed
— listed site/database? wise /SeHY 8l 87
(1) Exploit-db 1) veawiEc—SidL
(2) Common  Vulnerabilities and (2 o TR tve Taahed
Exposures (CVE) (CVE)
(3) National Vulnerability Database (3) TS TERRRE SeRE (NVD)
(NVD) @ RiT ERRRE JerE BVD)
(4) Bing Vulnerability Database (BVD)
50. SQL authorization mechanism doesn't grants  50. SQL WI¥&RY 3 fRWRER sgem =&l
privileges on- AT § —
(1)  Specified attributes Q) fafde attributes
(2)  Specified tuples (2 &< tuples
(3) Entire relation 3) W relation
(4) None of the above @) wwiE Y P 6
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51. In which of the following RC4 algorithm is 51. f=ifeiRaa & ¥ few & RC4 TeiRe™ &
not used? IURINT 8 {dHar i 87
1) SSL (1) SSL
(2) TLS 2y TLS
() WEP (3) WEP
4 FIP 4) FTP
52.  Which of the four operations are false for 52. AES algorithm ¥ W& &R & fog ey g
each round in the AES algorithm? 4 IMRIET § | DI AT Tog 87
@) Substitute Bytes @) HSSST Bytes
(i)  Shift Columns (i) % Columns
(iii) Mix Rows (i) TIed Rows
(iv) XOR Round Key (iv) XOR<TSE Key
(1) @ only @ @O Fa
(2) (i), (iii) and (iv) ) @), (i) R @v)
(3) (i) and (iv) B3) (i) 3R (iv)
(4) Only (iv) @) ®gd (V)
53. Using Rivest, Shamir, Adleman 53. Rivest, Shamir, Adleman cryptosystem @1
cryptosystem withp=7 and g =9, encrypt SR X p=7 &N g=9 & WY R
M = 24 to find ciphertext. The Ciphertext M = 24 B I BE ¥ ciphertext
a @iol | ciphertext & —
1) 42 o 42
2 93 2) 93
@) 114 3 114
4 103 4 103
54. What is the number of round computation 54. SHA-256 Algorithm ¥ el GIUMT TR &Y
steps in the SHA-256 Algorithm? T T Bidl 27
(1) 80 @ 80
@ 76 @ 76
3 o4 (3) 64
4 70 4 70
55.  One of the Security Protocol for the e—mail 55, %« Rrew & fow o sfa e
system is - 151 A 3 A, 2l
(1) IPSec (1) IPSec
2) SSL (2) SSL
(3 PGP (3) PGP
(4) None of the above @) SWRaTH A BiE A8
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56.

57.

58.

59.

The combination of key exchange, hash, and
encryption algorithm define a.......... for each
SSL session.

(1) List of protocols

(2) Cipher suite

(3) Listofkeys

(4) None of the above

Which network security authentication
method may be either software or hardware
based to be used in a single login session or
transaction?

(1) Single Sign—On

(2) Two — factor authentication

(3) One - time password (OTP)

(4) Smart Card

The ............. method provides a One-time
session key for two parties.
(1) Diffie-Hellman

(2) RSA
(3) DES
(4) AES

Which algorithm outputs a 128-bit message
digest regardless of the length of the input?

57.

58.

59.

puil fAf7E, 89 SR Encryption Algorithm
P HOoF YdF SSL 5 & for....... Bl
qReIfYT BT B

(1) el B g

(2 e gse

(3)  FoE B

@ v ¥ P T
B W cad [gRem FAieR R o
Software I7 Hardware 3EIRG 8 dHal ©
ST SUART Yhd AR 9 a1 o e |
e < Tpar 27

(1) UBd G-I (SSO)

(2) Two - factor JHENGHOT

(3) One - Time TRIGS (OTP)

(4) Smart Card
.................... faftr <t widai & foTT One — Time
W Rl HaM Bl B |

(1) o-gaq=a

(2) RSA

(3) DES

(4 AES
B Al TN Y Bl o918 P T=AE
Ty f&=T 128-bit message digest IASCYS
& Gl 27

(1) SHA (1) SHA

(2) MD5 2 MD5

(3) RC4 () Rc4

(4 RC6 @) RC6

60. What is the purpose of a Hash? 60. B HT STW FT 8?

(1) To ensure confidentiality using (1) Scwe S 9w \ead Bl

public network such as internet. :’;q:[“ég’m S T
I

(2) To ensure integrity of a transferred (2) e zeriaRaT BiEd @ aRgedr
file. gfRaa % 2g

(3) To ensure only authorized users are 3 'qg@ 3 ; mﬁf Eﬁﬁ ﬁvrq? i &)
accessing file. T N E B

(4) To ensure that data is available to @) T& JARET A EB fore @ ser

JARFT SHARTGaiel & foy S
authorized users. =3
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61. Which of the following tools best support the  61. f=ifeiRad # & DI 4 tool, breakpoints &
concept of breakpoints? YR BT HEY 3BT GAT FI 87
(1) Debugger A1 SER
(2)  Sniffer 2 e
(3) Logger (3) dwm=
(4) Disassembler @ U=
62. What are the 2 common phases of malware 62. HedaR TN ® BT TG 3H =TROT 947 &7
analysis?
(1) Behavioural and code analysis (1) @GER AR B [{zeyor
(@) Registry and file system analysis Q) R IR BrEd Red Ry
(3) Identification and containment (3) TEAM o AHT ST
analysis
C)) Uscg and kernel mode analysis @ W 3R Feia s fageryor
63. Inthe context of malware analysis, what does  63. Jdg% fazeiwo & ded & “ARFT” weg T@m
the term “patching” refer to? Halfa war 87
(1) Modifying a compiled executable to (1) UF deldg oes drg @
change its functionality without FAT e arfe 9 recompile
having to recompile it. o f&r soo siemar @)
(2) Setting memory breakpoints by yRafda fear <1 99 |
modifying access flags on memory Q el % U5d o B |
segments. = Hio fRm g e |
(3 Stepping through the executable (3) Fanction calls & itk =X F59 o
without running every instruction R 97 e Oy @ e
within function calls. HEH SSFT|
(4) Installing software updates that @) dfredR aEREl B <enfh oA
address vulnerabilities in installed S @il diveieR § syl By
software. TR By T
64. Which of the following system call is most 64. fr=felRag & ¥ &9 @ Ryeecq »id T &
likely to be used by a keylogger? keylogger &Rl SUANT fby WM @ w0
IF FrET BY
(1) PoP (1) POP
(2) Virtual Alloc Ex (2) VirtualAllocEx
(3)  Get Asyn key state (3) GetAsynKeyState
(4)  Get Proc Address (4) GetProcAddress
65. Which malware enables administrative 65. &Il AadaR AMMAE R0 @ wem
control, allowing an attacker to do almost Bl &, R T3 s9aa] Hshiad HFIEY
anything on an infected computer? W 9T {5 W & Bl 31':1‘11?( o 87
(1) Rootkits (1) Rootkits
(2) RATs (2) RATs
(3) Botnets (3) Botnets
(4) Worms (4) Worms
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66. Which of the following malware do not
replicate or reproduce through infection?

66.

(1) Worms
(2) Trojans
(3) Viruses
(4) Rootkits

67. What are the examples of Malware spreads?  67.
(1) Social network
(2) Pirated software
(3) Removable media

(4) All of the above
68. Which mechanism is malware least likely to  68.

use when defending itself against analysis?

(1) Inserting junk code instructions

(2) Employing polarization techniques

(3 Making use of “tricky” jump
instructions

(4) Detecting the presence of a

debugger
69. Which of the following is possible sign of a  69.
malware infection?
(1) Slow system performance
(2)  Erratic computer behaviour
(3) Slow Internet connection
(4) All of the above
70. Rootkits are - 70.

(1) A setof software tools that enable an
unauthorized user to gain control of
a- computer system without being
detected.

(2) A network of private computers
infected with malicious software and
controlled as a group without the
owner’s knowledge.

(3) Kits used to treat online malware

(4) A type of greyware.

fr=ioiRag § ¥ B9 9T JAedaR HhA B
A | QI8 97 O S el sl 87
(1) Worms

) o
(3) dI==4
(4) Rootkits

N A

§IR Bls © S 94T &7

) G Acas

(2) UESIcE HitediR

(3) @M Iy HifsH

@) S e
Rzl & Ree® G &1 9919 HRd a9
A9TR NI 159 §F @ START & E9igar
B W B B

(1) Tunk code instructions WIFATCIT

DI
(2) DPolarization Wh-Ib; B AT
Eagll
(3) "gR&” jump instructions Bl
SHART TR
4 ISR B IURLART BT Tl AT
frafoReg § 9 &9 91 AR GHAT B
TR Hha 87
1) = yonel orRieEar
(2) SIFERT FEYEY FGER
(3) Internet connection &1 €141 Tfay
(4) SWRET T
Rootkits & —

(1) difeRR SUHRl &1 (F TE Si
5 FiIga e &I, faer gan
TG, Computer system % U301
W B A Fe 9T B |

(2) Malicious Software ¥ Wpiag 3R
Aqfeldl & FM @ 91 U6 98 &
w4 frifa fsh computers &
UF edd |

(3) Online malware & Solial & oI
SUERT P & el e |

@) TR BT Th TGN
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71. A decision tree is pruned in order to - 71. T decision tree BT ST &, difd —
(1) Improve classification accuracy on O e ¥ N Tiieer adiear o
training set IR & 9@
(2) Improve generalization (2) WEFEEHRYT gSEE # gUR & T
performance (3) I B SR B BA fbar
(3) Reduce dimensionality of the data g
(4) Make the tree balanced @) Tree® Wﬂﬁ"ﬁ a1 <7 G5
72. Which of the following criteriais not usedto  72. fo=ifaiRag & 9 &9 arEs &1 SudlT I8
decide which attribute to split next in a @ T B ferd TE fewr e g, b
decision tree? Decision Tree ¥ ARl I T attribute
ferafora e €72
(1) Gini index (1) R sgwArST
(2) Information gain (2) STHER U ST
(3) Entropy 3) T
(4) Scatter @) Rz
73. Which of the following is not a function of 73. Fr=feRad § ¥ &9 9T 9909 ST BI=E
symbolic in the wvarious function R ¥ TS o7 B T8 S
representation of machine learning? .
(1) Rules in proportional logic (D) Proportional logic ¥ farT
(2) Hidden-Markov Models (IMM) (2)  Hidden-Markov Models (HMM)
(3) Rules in first order predicate logic @) werm—w fadm T # fram
(4) Decision Trees 4 Decision Trees >
74. What is the first step of FIND-S Algorithm?  74. FIND-S Algorithm &7 U= TR 997 &7
(1) Initialize ‘h’ to the most specific |, ) H¥ 9 e Rewr & fou
hypothesis in H. ‘h’ URH BT
(2) Generalize the ‘b’ by training 2) uleT ST gW R @
example. HFTIGT BT
(3) Consider negative example for ‘h’ @) %l%jg N e W
(4) Both (1)and (2) @ MR @D
75. Which of the following is the limitation of 75. f=ifeiivag ¥ & FIND-S @ Limitation T
FIND-§? 2?
(1) Tt has no way to determine the 1) YD U GEl ¢ed IauRoT uiRa
correct target concept. B B oW BIS aodT TE T
(2) FIND-S will find the most specific (2) FIND-S wE9 fI¥re  asmuwor
hypothesis YRHETT B GRRT
(3) Handles consistent training (G) AR TR SITEROT S
examples @ ST Wi
(4) All the above
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76. 'What are the main components of big data? 76. Bigdata® T Heh 901 57
(1) HDES (1) HDFS
(2) MapReduce (2) MapReduce
(3) YARN (3) YARN
(4) All of the above 4) SRIFd T
77. Transaction of data of the bank isatypeis- 77. dF & SeT & oF—< [GOHl (F UGN 87
(1) Unstructured Q) sERfEa
(2) Structured 2 G
(3) Both(1)and (2) 3 @R @
(4) None of the above @) SR T A IS o
78. Xdentify among the options below, which is 78. <9 {33 " fioedi § 9 & @ Tgg™ &=
general-purpose computing model and Sii Distributed Data Analytics @ forQ
runtime system for Distribution Data WMAE—SeT HfeT Aied SR wersd
Analytics? Rreeq 82
(1) HDFS (1) HDFS
(2) MapReduce (2) MapReduce
(3) Oozie (3) Oozie
(4) All of the above d) SR G
79. Which of the following is true about big data? 79. Bigdata @ IR # F=feiRea § § &9 w1
B Gl 87
(1) Big data can be processed using (1) Big data B URURG THAD Bl
traditional techniques. . ST B HAII o 5w
(2) Big data refers to Data Sets that are gl
at least a petabyte in size. @) Big data ST I m LU
(3) Big data analysis does not involve DX T il DR A T | D 4D
reporting and data  mining petabyte T |
. (3) Big data analysis # RAIfET e <1
technigues. mining TH® e E |
(4) Big data has low velocity meaning (4) Big data ¥ T velocity T
that it is generated slowly. vt aref SRR s 24T 2
80. Which of the following are incorrect Big 80. /= # ¥ ®M ¥ Big Data Technologies
Data Technologies? a8 7
(1) Apache Hadoop (I) Apache Hadoop
(2) Apache Spark (2) Apache Spark
(3) Apache Kafka (3 Apache Kafka
(4)  Apache Pytarch (4)  Apache Pytarch
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81. What makes WEP crackable? 81. WEP @l €l thep HR TG g1l o7
(1) Same key used for encryption and (1) Encryption 3R authentication &
authentication o0 UF & key BT &1 & T
(2) Length of the key (2) Key®l IR
(3) Weakness of IV @) IV TSR
4) RC4 4 RC4
82. A device that sends deauth frames is 82. TU® SUGIT ST deauth frames Asial &, 98
performing which type of attack against the WLAN o Raais f59 UaR #T &9a] o%
WLAN? T ¥
(1) Denial of Service 1) & &iiw giia
(2) Cracking 2 BfET
(3)  Sniffing @) REfsT
(4) MAC spoofing @ #F TR
83. Which of the following is the best option for 83, &W dRRAY “edd B YA B & g
securing home wireless network? M= 9 BN | Ueey 99w e 87
(1) WEP (1) WEP
(2) Shared-key authentication Q) '\H’E]]T:E;Gﬂ_‘gq]'uﬂwr
(3) WPA-Personal (3) WPA-=fkF
4) WPA-Enterprise @) WPA-STH
84. What is the best way to enforce a “no 84. "I dR¥ReG" T A B TIH =BT a9ODT
wireless” policy? T 87
(1) Install a personal firewall 1) TP AfTT BRRAS @Ifid oy
(2) Disable WLAN client adapters (2) 'WLAN client adapters 3I1&F &%
(3) Usea WIDS/WIPS (3) WIDS/WIPS T GO &9
(4) Only connect to open APs. @) DT APs GeF B i BigE Y
85.  Which of the following is layer 7 application-  85. fF=ifeiRaa # ¥ B & AT 7 application-
secure protocols used to secure data on secure protocol ¥ fFHT STAFT WLAN
hotspot WX ST &I TR 7 & frg far
WLAN hotspots? I EY:
(1) HTTIPS (1) HTTPS
(2) HTTP (2) HTTP
(3) FIP (3) FTP
(4) VPN 4 VPN
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86. Which of the following is a countermeasure 86, F=IfiiRag § ¥ S WEP &1 STANT Fe
to using WEP? % o o ucguRT 27
(1) Use a strong WEP key of at least 20 1) w99 $9 20 gUil B GG WEP
characters. key &1 STANT BN |
(2) Use a WEP key that does not repeat (2) UH UG WEP key BT SUART X, I
any of the same characters. AT ol F | R0 B A T
(3) Use WPA. instead of WEP. T ]
(4) Implement a preshared key with @) WEP ST WPA 7T Fl?fl"T il
(4 WEP® WM Td W&l §oil @rf
WEP. |
87. Which is a common web server 87. T # ¥ U GMMg 99 R Aedl BiF Al
vulnerability? 27
(1) Limited user accounts (1) ST SEREd @]
(2) Default installation 2 fRofee wIMUAT
(3) Open shares 3) tg’é IR
(49) No directory access @) T PR TR T
88. Which of the following is the best 88. =R # | B FANHE SEAfHT B
countermeasure to session hijacking? fore ve ufdare 27
(1) Port filtering firewall 1) U e s
(2) Encryption Q) BrEE
(3) Session monitoring (3) S AR
(4) Strong passwords @) T e
89. What is called when a hacker inserts 89. U§ DS oPR 99 B4 ¥ programming HHIS
programmnig commands into a web form? ITAAT 2, T U 991 HET Wil 57
(1) Form tampering 1 B J BSOS
(2) Command injection 2 THS SORHE
(3) Biffer overflow (3) TEHR SNaTE
(4) Web form attack R @ 39 e ade
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90.

91.

92.

93.

94.

Which tool can be used to pull all e-mail

addresses from a website?

(1) ‘Websleuth

(2) 'WSDigger

3) Weet

(4) BlackWidow
‘Which among the following statement is not
true about the Indian IT Act, 2000?

(1) Came into force on 17% Qctober,

2000.
(2) This act contains 84 sections.
(3) It gives legal validity to electronic
coniracts

(4) Both(1)and (2)
‘Which of the following network technologies
uses a fibre — optic medium?

1) 802.11

(2) FDDI

(3) Ethernet

(4) Asynchronous transfer mode
CDRs in mobile forensics stands for -

(1) Call Details Records

(2) Compact Disc Rewritable

(3) Compact Disc Readers

(4) Call Data Records

What does section 66E of IT Act, 2008 relate
with?
(1) Publishing private image of others

(2)  Acts of cyber terrorism
(3)  Cheating using computer resources

(4) Publishing child pomography

90.

91.

92.

93.

94.

& JgarEe @ ol 90 o9l & i
& fou f5e ca o Sw foar <1 aear
87

(I) Websleuth

(2) WSDigger

3) Weget

(4) BlackWidow
YR .3 AR 2000 & IR F BN
T BT G T8l 87

(1) TE 17 IR, 2000 BT AN §oT |

(2) =9 RFTH ¥ 84 gREY T

3) ¥ TGS IgE B BT

eI qaT 2|
@ )IR @

Fefafag 4§ 9 89 @ Acdd doie
HISER Siftced AT BT SUENT Bar 87
(1) 802.11

(2) FDDI

() FRTE

@ GBS WA oS
ATsd Bivs § W o el § —
1) oia R Retsa

@) e e RNgead

(@) HE R dsd

@ ia ST Relsw

RS AANTH 2008 B 9T 66E Thud
e 87
(1) g & el v yEilke o

2) TSR IRHAE BT B

(3) TR WUEFI B SWRT #R

@) TScs U UBIRG B
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95. JPEG is an acronym for - 95. JPEG & fawiRa ¥u & —
(1) Joint Photographic Extract Group (1) dis< BIRE%S gaugac 34
(2) Joint Photogenic Experts Group ) g VAN GET Qqﬁqc‘:ﬂ 9
(3) Joined Photographic Experts Graph 3) GiTs BIcUbhe TRUSH TTh
(4)  Joint Photographic Experts Group (@) wifs< Bbe YU 9
96. Select the incorrect statement about TDMA 96, f=foiRad # ¥ SdEHT & IR # o
among the following options - FUF BT TIT PN —
(1) Discontinuous data transmission (1) g Sef GaRoT
(2) High transmission Rate (2) = GIRO
(3) Single carrier frequency for single (3) UGe SUANHAl ® (oY Yobel dAED
user amgRy
(4) No requirement of duplexers @) IoEEd B PR AEEEA 6
97. The process of documenting the seizure of 97. fSRTed Wy & =il H1 TASHIOT HH
digital evidence, and in particular, when that @ githan iR, {39y WU @, <19 98 e &I
evidence changes hands is known as - IOl &, BT BaT Sl & —
(1) Field notes Q) Wies AT
(2) Interim report ) siaRg R
(3) Chain of custody (3) = T IS
(4) Digital report @ feiesa R
98. Which statement is not true abont Log 98. /=1 # I B9 91 ®eF AT URK & N A
Parser’? T TE 87
(1) It was initially written by Peter (1) 95 YS 4 Ulex TS g7 forar w1
Adams. |
(2) The default behaviour of log parser 2) = q_ RR &1 Rlec Taer ‘Ser
works like a ‘data processing s Hél | TEUSIET B TS H
pipeline’. (@) ¥ uiel R TEuE Suse
(3) It is a powerful and versatile tool R ET SUIRT 9 aﬂﬂ'@PT BRTs
used as a web application forensic BUHI & g 4 fpar wiar g1
tool. (4) I8 U Al BHIS T ST
4) Itis aflexible command line utility. 71
99, The forensic copy of a device is a file 99. U fIAEH T BRIFGS B TH Higer s
called - 2, & war omar 2 —
(1) Volume image @ Eﬁa:fr EUITH
(2) Video image @) afsEr i
(3 Disc image @) e o=
(4) Visual image @ Rgee AT
100. Which section of IT Act, 2008 deals with 100. 3., WA 2008 T I A &R Taid
penalty for misrepresentation? M % fog d8 1 wdfdm 87
(1) Section 70 1) gxi70
(2) Section 71 2 =71
(3) Section71 (B) 3 gx171(B)
(4) Section 73 (4) &INT 73
03-N Page 22 of 32




et

101.

102.

103.

104.

105. Which Section of IT Act defines Hacking 105.

Which is not a tool or method for logical data
extraction?

(1) Hle system

(2) Android backups

(3) Advanced logical

(4) Chip-off method

The publication ‘Guidelines on mobile
device forensics’ was published by -

1) AS™™

(2) IOCE

(3) NIST

@ ENFSI

An attack where the attack source is more
than one and often thousands of unique IP
addresses-
(1) DoS (Denial of Service) attack
(2) SQL Injection attack
(3) Website spoofing
(4) DDoS (Distributed Denial of
Service) attack
‘What does CFIRP stands for -
(1) Computed Foreasic Incident
Response Procedures
(2) Computer Forensic Incident
Response Procedures
(3) Computer Forensic Incident Report
Procedures
(4) Computer Forensic Incident Report
Protocol

with computer system?
(1) Section 66 of IT Act
{2) Section 84 of IT Act
(3) Section 38 of IT Act
(4) Section 66E of IT Act

101.

102.

103.

104.

= 4 | B9 ar aifee S et @
foe v Sudver Ty fafy = @7

(1) g Riven

(2) Tsigs dpam

(3) ¥4 dife®d

@) Ru—siiw fafr

Mgedig~d 3 AEEd BiRf~aad’ FhIeE
s gRT weilRi far T en?

(1) TTEAE.

(2) SMESNAE.

() TS

@ SEIHEIS.
TS B9l S8l 8Fel & Sid U 9 Ate
BIAT T R AR saRi aifgdiy el
B § —

() &g &ife |fdw atw

() TEFYA. SoTET e

3 WEE-WT

@ REiegs R o aifa ads

TG AEIRTL o7 aef & —
(1) w=gcs ohfEs shie< Yad=
e
(2) IR BREF o< U
e
3) TR wRFaE IRe< RuE
TR
@ o eRfFEe R Ui
TicThlel
DR Rieed & AR Sf6 gl & B
1 QR IR HRar &7
@A) o 66, IRAT g, 4. IR,
(2) R 84, YRGY . <1 IR,
(3) ¢RI 38, 9RO 2. <. IWE,
(4) o1 66E, RA 8. <L siftfaas,
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106. Which among the following was introduced 106. f=ifaiReg & ¥ A wrdw s
in the amendments of Indian IT Act, 20087 Qﬂe'f?i I, 2008 @ Seiterl e fope
(1) Penalties for voyeurism (i) ERUNGE) o fov g
(2) Penalties for pornography (2) USRI @ faw <
(3) Penalties for child pornography 3) BTSN lﬁ?ﬁ'ﬂ‘mﬁ @ fog <
107. 'What is the punishment for cyber terrorism? 107. Hig§¥ Icpale & forT 9ar gelr 87
(1) Imprisonment for 10 years (1) 109 B g
(2) Life Imprisonment 2) ST BREE
(3) Imprisonment for 10 years along (@) 5 9" GAM D 9RT 10 9 ?ﬁ‘r
with fine of 5 Iakh B
(4) Imprisonment for 10 years along @ 10 9" JEN B 6T 10 A B
with fine of 10 lakh e
108. Which cryptographic hash algorithm are a 108. &9 & fh<eihe 3o TeniRyw Bivea
standard practice in digital forensics that is BRETE H D AND SR g g
used in the preservation of digital evidence? %G?El!il T fefrea e @ wRa # far s
(1) MDS5 and SHA -258 1) IS5 T E.IaT—258
(2) MD5and SHA-1 2) UHI. 5¢F (guan-1
(i) %z ang gﬁ - 35 6 @) ™I 4 @ EIAT-256
@) an - @ I 47F gETay—2
109. Which of the following tool is not used for 109. =1 § ¥ S &7 UG BRf~w fAgeyT
forensic analysis? % SuAnr wE faar Smar &7
(1) EnCase 1) vied
(2) DEFT 2 <A
(3) Log parser 3) <URR
110. Which among the following is NOT used in  110. 7= § & @9 & WAP WEaid T #
a WAP protocol suite? I 51 Thar siar 272
(1) Wireless Application Environment (1) qER APRIFT IR '
(2) Wireless Session Protocol 2 IRRET T WS
(3) Wireless Transaction Protocol (3) GRS oS Wiesiel
(4) Wireless Transcription Protocol @ IR TiEfhEE DR
111. What is the full form of GSM in mobile 111. ARES HICT ¥ SITATE. BT ARG
computing? T @ 87
(1) Global System for Mobile 1) TEEd Red BR 9NEd
communication zgmﬁa%mq
(2) Global System for Moderate (2) e Red BR AT
communication ;b—gjgaﬁ.}gﬁ
(3) Graphic System for Mobile (3) wifhe Riwed BR AEET
communication Wﬁ
(4) Global Service for Mobile HEd aiE Bk GEEd
communication ) Wﬁ e
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112. Which code with specific characterisusedin 112, giRIFEH H [ARI< HFEX drell DI A DiS
transmission? ANT foHar o 27

(1) GSM @ SigagE

(2) CDMA (2) WITEL

(3) RDMA 3) sRITEL

4 GPRS @) SIdARTH.

113. Which of the following is not a asymmetric 113. f=folRaa & ¥ @9 sl ufpem
encryption decryption technique? fEfrem a@iie T8 87

(1) RSA 1) INTEE,

(2) DST @2 STl

(3) XTR 3 NI

4) DES @ <Ewm

114. Which Section of IT Act, 2000 deals with 114, E.8. «RFRF, 2000 & @9 @ °RT
publishing of information which is obscene SATRIE S ¥ I¥eld I & UHRE 9
in electronic form? g 27

(1) Section 66 1) drRi66

(2) Section 67 (2) €N 67

(3) Section 68 (3) ©RT 68

(4) Section 69 @) ORT 69

115. Which one of the following refers to the 115. f=foiRan # | @7 H3w o wouar @1 gfe
technique used for verifying the integrity of T D {0 TR B WM 9l aeH e
the message? Teiid AT g 7 -

(1) AES Algorithm (1) vIud TR

(2) Decryption Algorithm 2 Rirem teRem

(3) Digital Protocol () RRwea st

(4) Message Digest @) i3 GUE

116. What is the punishment for stalking awomen 116. &Il AfRel &1 Ugell IR WHT A W
on the 1* offence in IPC? ARG €08 fgar § gorr a@m 87

(1) TImprisonment of either description Q) @R & FA 9 Qe o1 sREN
of term which may extend up to 3 9l B 919 97 O Q1T W7 gl
years and shall be liable to fine. g 3l i & iy SRRl |

(2) Imprisonment of either description 2) = @ &N 9N R &1 eRE™
of term which may extend up to 5 Tl P UiE AT db 92T Wl Fhal
years and liable to fine. g 3R gAR & forg STRer ]

(3) Imprisonment of either description 3) @R & B O R o1 sRE™
of term which may extend up to 7 Sl P IGId Fidd 9 9811 ST Gdar
years. 2|

( (4) Imprisonment of either description @) 3IER P fBd q N & sREE
| of term which may extend up to 5 Wi &) Ui Giel 9 91T ST bl
years. gl
|
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117. Which of the following port and IP address 117. f=ioiRag § & @9 41 Ui€ U4 8.4 T84
scanner is famous among the users? R SuEigaRl @ 99 uiig 87
(1) Cain and Abel (1) &4 U9 V&
(2) Angry IP scammer (2 Tt gl B
(3) Snort 3) =i
(4) Ettercap @ Ty
118. In Wi-Fi security, which of the following 118. TS—1g Gl 4, 7741 § | S A1 Wiciaid
protocol is more used? SqTeT SYART {Har orar 27
(1) WPA 1) sUL
(2) WpPA2 @ sgdiy2
(3) WPS (3 sgdigw.
@ WrC2 @ sgdiE2
119. In computer network, the encryption 119. HIER A ¥ UFHRM THID] BT SUINT
techniques are primarily used for improving R Bl A, 4 R & forg fn
the . eeeeenneee ST 2
(1) Performance O vesH=
(2) Security () g
(3) Reliability @) Reaaigar
(4) Longevity @) o sy
120. In order to handle collision, Ethernet operates  120. €IH} &l FHIH @ fog, $eR-e OSI Hisd
in 2 layers of the OSI model which BT 2 Tl F B BAT §, Ao
ATC.urervererrresens and....erereererennns < 1 S, 2
(1) Physical layer and transport layer @O Hifide wg R gRagT wa
(2) Application layer and data link layer (2) aAE R IR <1 e wa
(3) Application layer and transport layer ) 9T W 3R TReeT w=a
(4) Physical layer and data link layer @) s wa 3R e fiw wa
121. Which of the following is mot a type of 121. T # | B9 AT W & UHR &I &7
scanning?
(1) Xmas Tree Scan (1) TR § W
(2) Cloud Scan 2) FASS WA
(3) Null Scan @) A
(4) SYN Stealth @ THEETE. oo
122. Which of the following is also referred to as  122. 71 # ¥ &9 “guiaqul HitedeR' +fF Hal
‘malicious software’? S 87
(1) Maliciousware 1) FolREmEgER
(2) Badware (2) TSI
(3) Ilegalware (3) SETARR
(4) Malware (@) R
123. 'Which section of IPC deals with stalking? 123. 9RAD S08 WfEar & B9 4 aRy wifhT
o ddft| &7
(1) Section354 B (1) N7 354B
(2) Section354C (2) HRI 354C
(3) Section 354 D (3) TRT 354D
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124. ‘Digital Signature’ is defined under which 124. ‘fSfsiea swmER’ ! mE.S. =M, 2000
sectlon of IT Act, 2000? oI & a1 & aea aRwila fear w872
(1) Section 2 (1) €RT2
(2) Section 11 2) 9RrT 11
'(3) Section 6 3) 9URI6
(4) Section 8 @d) T8
125. In the year 2020, Indian Government banned  125. 9 2020 § IR TSN 7 IT IR, 2000
59 Chinese apps including TikTok, involving @) {59 aRT BT AN F=d g4, TikTok afed
which section of IT Act, 2000 - 59 FMT Vo TR ufcEy o ey on?
‘(1) Section 66A 1) R 66A
'(2) Section 72A Q) gURIT2A
(3) Section 69A (3) uRT 69 A
(4) Section 66F 4) R 66F
126. What is it called when someone changes the 126. T T4 H8d &, W9 B8 AT 50
fFROM’ section of an e-mail so that the B qFRE B 3¢ O §Sol oal & [
message you receive appears to come from a AR T garm eI Ao g B *7EEr
person other than the one who sent it? ol a0 =fe 9 amam 27
(1) Spamming Q) Wf
! 2)  DoS @ @i
(3) Trooper @) TR
{4) Spoofing @ <
127. Unsolicited commercial emails are 127. I@ifdd AT W @ AR W BaEl
commonly known as - SR & — —
(1)  Hypertext @) EETCH
(2) Hoaxes 2) T
(3 Spam @ =
(4) Phishing @ TR
128. {Which of the following in not the commonly 128, f=ifeifaq ief P ?BF-T gl?a' % ford
used programming language for artificial AR W SRER B WM el SiaET
intelligence? AN -8 &7
1) JAVA 1) <
(2) Peirl ) ol
(3 PROLOG @) W&
129. {Face recognition system is based on which 129. &« R&f=+ Rrew 59 yvoR & fgfﬁaﬁw
type of approach? R TR 87
(1) Weak Al approach (1) BEIR TIME. GRedIT
(2) Cognitive Al approach (2) WIETES TITE. GREHI
(3) Applied Al approach (3) TUTES TR, giedmr
(4) Strong Al approach @) FIOd IR, gredo
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130, e is a standard developed by the 130. WIS B 3R Sdeic Y Aidgel SIDHN
(ETSI) to describe the protocols for 2™ NI SUART & M drell gud digl ®
generation digital cellular networks used by e ??I_qﬁl'\’ Jegd & U Ucidple Bl
mobile devices such as mobile phones and o B & o (R ¥ WER AW
tablets. ) g ReRT 1@ 996 8-

m Wirgi;e)ss Application Protoccl (1) IRREN RIS WeHid (WAP)
2) ggvanced Mobile Phone System @ s« Ih_ﬁ"s?r I O (AMPS)
(AMPS) (3) ANEd WOR @ foy aed gomell
(3) Global System for Mobile (GSM)
Communication (GSM) @) TEEd AERE dcdame Rres
(4) Global Navigation Satellite Systems (GNSS)
(GNSS)
131. What is the size of IPv6 address? 131. IPv6 U39 &1 3MHR AT &7
(1) 32bits (1) 327<w
(2) 64bits 2) 64 ﬁ—cg:[
(3) 128 bits 3) 128fcw
4 256 bits @) 256 ﬁa‘\’:f

132. Which image compression provides some 132. S 1 Bfd Hdigd UK $T HB JhaE

loss of quality? UG BT 827
(1) Lossy (L) =
(2) Lossless ) THEE BH
(3) Cell based (3) T amRd
(4) Object based @ o SR

133. What is the file extension name for the setup 133. fdeig 7 # dcew &1 & R BEd

logs in Windows 77 RIS BT A @7 87
(1) log 1 log
() stp (2) .stp
(3) .set 3) .set
@) et 4) et

134. Conversion of analog waves to digital format 134. TaTeildl o3l &1 fefice ey § wUioR™

is called............. T Foelil 87
(1) Echo @ v
(2) Frequency () <Ry
3) DAC @) <
(4) Sampling @ dwafiT

135. What was the original name of the Global 135. e difsreFiT faeea (Sindigw) &1 gRET

Positioning System (GPS)? I T A1
@) P-GPS @) W — <idE
(2) NAVSTAR-GPS (2) NAVSTAR—SIMIGH
(3) Global GPS (3) oEd SideE
(4) Original GPS @) SRR s
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136 WMCh is the satellite navigation system that 136, SHUITH & [dwed & wY H & gRI Gl
is operated by Russia as an alternative to Aearze AT Riced o a1 7
GPS? '
(1) Global Navigation Satellite System @ ; NP A
(GLONASS) (i) e
(2) Russian Satellite System (RSS)
(3) Universal Navigation Satellite @ i e Reed (RSS)
System (UNASS) (3) gFEEa A dcase Rres
1(4) There is no alternative satellite (UNASS) ]
system @ DIy dB[UP AT (wCH T2 3
137. What type of interface does a DAQ (Data 137. DAQ (eI ERiE) SR by oR @
Acquisition) hardware creates? B AT 27
(1) il(l)t;r;i;::rs between 2  similar O T TR S G geod
(2) Interface between a computer and 2) PR 3R Ry=iel & 919 gexud
signal . Ryt e
(3) Interface between 2 dissimilar @ = _E?; = ]
signals @) 9 Rrel & <9 gevnd
(4) Interface between 2 similar signals
138. Video editing in Digital format is - 138. f3fored urey, # diisal duiea & —
(1) Non-linear editing 1) RIRgw dures
(2) Linear assemble editing 2 s FHCIT UG
1(3) In camera editing () ST e
“(4) Sequential editing @) Wﬁﬂ; ured
139. In the US, the first commercial closed-circuit  139. JTE. F Ugem AT FElsS—Hlhe
television system became available in 1949, eelifage faeeA 1949 3 Serer gon, o9
is called - PHET AT &7
| (1) Vericon 1O WReH
(2) Verizon 2 RS
(3 I-zon @ SE—E
(4) I-con ( 4) mg_ﬁ:r
140. Which tool is used to launch DDoS attack? ~ 140. DDoS 3R’® wi=d &< & forw | <@ &r
SYART T S 87
1) Jolt2 @ ez
(2) TEN 2 AYHY
(3) Targa @ =r
| @) Nemesy | @ =
141. [Which of the following statement is NOT 141. AfeR 9% @ IR ¥ 99 O S99 G 78l
true about ‘Melissa’ worm? 87
(1) Ttis also known as ‘Kwejeebo’. N =9 ‘Kwejeebo’ 1 @& @l 2
(2) Ttis also known as ‘Kwyjibo’. (2) ¥ Kwyjibo’ ¥} Hel oIl &1
(3) TItis also known as ‘Kweyjibo’. @ = ‘Kweyjibo’ AT 8T STl & |
4) I itten by David L. Smith @ = v R @ e
(4) It was written by David L. Smith. T
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142.

143.

144.

XSS is-
(1) Cross-Script Scripting
(@) Cross-Site Séripting
(3) Cross-Site Request Forgery
(4) Cross-Script Request Forgery

‘Which of the following cellular network does

not follow standardized open protocol?

(1) iDEN
2 CbMA
3 GsM
4 TDMA
Which of the following type of noise is also

known as ‘photon noise’?

142.

143.

144.

TRI.UH.TE. B

) wma-Ree fEpitdT

(2) wia—wrge Rl

(3) wia—uEe Raae Bion

@) wia—Tere ReEe B
frafafeg 4§ 9 &9 @1 Ager Feds
AADHIET Gl HISkdid B Uie 8l bRal
&7

(1) IEIET

2 W

(3) LT

@ JIgEu
1 4 9 159 7PR & 9R 31 ‘B gy
% ®Y # | ST ST 87

(1) Resetnoise 1) ¥Rk Sy

(2) Shot noise (2) Tdife dfsa

(3) Hot pixel @) dfe e

(4) Dark noise @) = AfEs

145. Match the following — 145. f=faRaa =1 e —
(@) Spherical (i) Light speckles in (2) WadR (@) Sid Bfd # T
aberration end image e ey

(b) Coma (i) Less light reaches .. :
the periphery of (®) BRI (i) m Dw B g
the image plane i o9 yeE B
compared to its adl B IRR T
center qgadr

(c) Light (iii) Light does not T

flame converge into a () e wIge (i) ;Eﬁ

sharp point fog TRafia

(d) Vignetting (iv) Inconsistent €l 2rar ®
refraction of light (@ fmféT  @v) <9 3% | a9
at the lens center BT T ATIGT

1)  (@-Gii), (0)-Gv), (©)-(1), (d)-(ii) (1)  (@-(id), (0)-(v), (c)-(D), (d)-GD)

2  ()-@), (B)-(iv), (c)-(iid), (d)-() @  @-GD), (b)-(iv), (c)-(ii1), (D-G)

3  @-GD), (b)-M), (©)-Gv), (d)-(ii) 3 (@-3), B)-@, (©)-av), (@-G)

@ (@-Gi), (0)-(v), (c)-(1), (d)-(iid) @  (@-), ®)-Gv), (c)-0), (d)-3ii)
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146. In DCT (Discrete Cosine transform), pixel 146. DCT (9dd ®NET ¢asiE) 3, Aada
values are shifted from unsigned integers in Al B WEiaRg fear war g Aol
the range [0,2° -1] to signed integers in the [0,2°-1] & ENERaT goid! &, S .......
range - ® TRIERT DI a6 |

l(l) [_zb-l’ 'zb-l'ﬂ (1) [—Zb'l, _2b-1_1]
@ 2,20 @ 2,241
@[22 @ [2%,25-1]
|(4) [Zb-la 2b-1"2] (4) [zb-l, 2b-1_2]
147. 'The tool ‘ElSave’ was written by - 147. USRI Y9’ fhas gy forar wam en?
l(1) Jesper Lauritsen ) R dfRedd
‘(2) David L. Smith 2 <fie e foer
(3) Gabriele Giuseppini
| (3 e =R
(4) Peter Adams @) Urew e

148. “IMEI stands for - 148. JETAZATS. BT 3 & —

1) International Modem Equipment (1) ScEEE dAles gRIwE
I Identity g SAfeel

’(2) Internal Mobile Equipment Identity (2) SexAd IS mqﬁa angsHfed!
(3) International Mobile Equipment (3) ScTiIME  AEEA Sague
’ Identity ITseAfee

5(4) Internal Modern Equipment Identity @) ST e 3 N ¥e gt

149, ... is a standard system for Analog 149. ... HY® 59 MRS F T Rea
siignal cellular telephone service in the United é@a&r 2AIBF a1 & T b 919 Yvilell
States. 21

(1) TDMA 1) ddEEn
(2 GSM 2 liga
(3) AMPS 3) TTAYTH.
150, I\L/Iobile telephone was invented and patented 150. HEISe coilthiN & AAHR IR Ve fras
by - &R far a7 o
(1) Nathan B. Stubblefield @) FRF €L Tdabics
(2) Nate B. Stubblefield (2) ¥< 9. TIadics
(3) Nathan B. Stanfield @) e . Ss
(4) Nate B. Stanfield @) e 9 Tdhes
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